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Introduction to Nextage

25 highly skilled profiles of employees, 2 PhD students,
Nextage has high-level expertise in three synergetic
and all-round active business areas in the field of data
acquisition, management and analysis, mainly.

Mobility, Energy, Health, Business Processes

Data Management & Analysis — Risk Management
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Expertise in R&D projects

Since 2008, 30 projects
Currently:
7 projects and 2 Industrial Research PhD
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derensl lechnology profile: focusing on Al
SN W and security

Machine Learning, Deep Learning

NLP (Natural Language Processing), LLM (Large Language Model)

Generative Al

Digital Twin

Security (IT and OT) — Risk assessment and management




daea@ echnology asset: Environmental
SN B Risk Assessment tool

Vulnerabilities
identification

& ERA J.U The methodology on which ERA

Threats identification

(Environmental Risk Assessment tool) is
based is "asset oriented”
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Choice of the level of probability of threat occurrence ' . . .
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The methodology on which it is based is "asset oriented”. deriving from the best practices of risk analysis ~
different levels.
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It includes extentions for cloud-oriented and privacy risk analysis
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Call Specific contribution

Classification of risk events (IT Risk, OT Risk, NIST Risk)
based on historical patterns and real time identification of
anomalies, increasing the accuracy of detection.

Interest areas and topics

HORIZON-CL5-2025-02-D3-17

Control and operation tools for a RES-based

energy system Machine Learning algorithms for anomaly detection
(identification of variations in the values of process
variables).

Natural Language Processing (NLP) for analyzing logs

HORIZON-CL5-2025-01-Two-Stage-D3-23 | 2d eporting suspicious events.

Use of Al techniques and algorithms to assign risk scores
Critical elements for energy security of grid | based on statistical models.
and storage technologies

Federated Learning / Federated Learing architecture
design.
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Call Specific contribution

Platform for raising awareness, evaluating and monitoring the level
of accessibility of public and private infrastructure and services
dedicated to mobility.

Interest areas and topics

Development of Vehicle-to-Pedestrian (V2P) and Infrastructure-to-
Pedestrian (V2P) technology solutions that facilitate and, where
HORIZON-CL5-2025-04-D6-01 possible, encourage the movement of people with disabilities in full
comfort and safety.

Advancing remote operations to enable the
sustainable and smart mobility of people and goods
based on operational and societal needs (CCAM

Partnership) — Societal Readiness Pilot Research related to the behavioural patterns and accessibility
drivers that characterise the movements of (PRM) Passengers with
Reduced Mobility in urban areas, with reference to the different
forms of impairment.

Development of advanced Al-based models to detect hazard
scenarios and ensure safer, more inclusive and comfortable mobility.

For pilot: network with urban transport municipalities.
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Thank you

Contact

cristiana.degano@nextage-on.com

iInnovation@nextage-on.com

www.nextage-on.com
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